
 

Datatilsynets angivelse af praksis om adgangskontrol: 

 
Vejledning til bekendtgørelse nr. 528 af 15. juni 2000 om sikkerhedsforanstaltninger til beskyttelse 

af personoplysninger, som behandles for den offentlige forvaltning., nr. 37 af 2. april 2001 

  

“Bestemmelsen indebærer, at der skal foretages en registrering af ethvert afvist forsøg på adgang til 

systemet, uanset om afvisningen er forårsaget af brug af forkert password, forkert 

brugeridentifikation, manglende autorisation til en vis funktion eller andet. Herved etableres et 

redskab for systemadministrationen til eventuelt at afdække forsøg på uberettiget adgang til 

oplysningerne. Bestemmelsen indebærer endvidere, at systemet skal udvise en reaktion, således at 

yderligere forsøg på adgang, f.eks. efter et vist antal forsøg på at gætte password, forhindres. Denne 

reaktion kan være i form af lukning af den anvendte brugeridentifikation, lukning af pc'en eller 

adgang til lokalnettet. Reaktionen skal endvidere være af en sådan art, at hændelsen kommer til 

rette vedkommendes, f.eks. systemadministrationens, kendskab.” 

 


